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INEHFE Summit Agenda

1:00-1:15 PM

1:15-2:00 PM

2:00-2:40 PM

2:40-3:10 PM

3:10-3:30 PM

3:30-4:10 PM

4:10-4:50 PM

4:50-5:25 PM

5:25-5:40 PM

6:00-8:00 PM

FFEEHE (Introduction)

Reuben Wells, EEREIE, ERLTAF
Reuben Wells, Managing Director, Morgan Stanley

FEUEYF (Keynote Speech)
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Exploring, Discovering, and On the road - Securing Business
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Yong Yang, Head of Security Platform, Tencent

& 1 (Speech 1)
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Holistic Identity and Access Management at Morgan Stanley

FEN, KR, BlEak, ERLAF
Tommy Lee, Xiaoguang Zhang, Vice President,
Morgan Stanley

LTXRITILE 1 (Panel 1)
Bid 5B 5ihEEEmeRE5 NG ERE
Strengthen Security and Risk Management through IAM

28k (Tea Break)

&I 2 (Speech 2)
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Cyber-attack Detection based on Big Data Analytics
ERE, B2, BERRAE. tRFERKARLQH
Xiaosheng Tan, SVP & CPO of Qihu360

&t 3 (Speech 3)

Defining a Threat Aware Access Management strategy in
the Mobile World
Rohit Satayanarayana, IAM Architect, IBM

EZRK11i8< 2 (Panel 2)
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The Future of Identity and Access Management

FIEEEFE (Closing Remarks)

SKIP Ik, EEREE, BERLAF
Yahlin Chang, Managing Director, Morgan Stanley
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During this half-day
session, we'll cover:
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1. Strengthen Security and
Risk Management through IAM

2. Strategic IAM architecture in
complex computing
environment, including cloud,

social and mobile computing




Holistic Identity and Access Management
- Reducing Risk in the Enterprise

Cloud computing, social computing, mobile computing, and big data add
to a complex computing environment. These trends are bringing new
challenges and opportunities for identity and access management (IAM).
Chief information security officers (CISOs) and IAM leaders must keep sight
of the demands of day-to-day operations, governance, risk management
and compliance. Businesses must manage identity in an increasingly
hybrid world, in which legacy IAM infrastructures are extended or replaced
to support Software as a Service (SaaS) and mobile endpoints.

We are delighted to welcome you to join senior information security
leaders from leading banks, internet companies, security companies, IAM
providers and consultant services at a thought provoking, highly N
interactive summit on Identity and Access Management. The 201 4 E‘wﬁ ]')‘J- Inj ME ﬂ“&%
distinguished experts from Tencent, Qihu 360, IBM and Morgan Stanley

will deliver the speeches. We will also facilitate panel discussions to share
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new thinking and best practices with Identity and Access Management. Identlty d nd Access
Our goal for this session is to spur innovation and collaboration through Ma nagement Su mm It 20 1 4

the creation of ongoing forums and working groups. By so doing, we will
be able to share our insights into common industry problems and 20144E48522H EHi—
solutions, as well as drive the development of industry standards and L&, RE
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vendor solutions. Thank you for joining us at this important event! Tuesday, April 22nd, 2014
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